


OBJETIVO GENERAL
Los participantes adquirirán los conocimientos especializados y las competencias necesarias para desempeñar 
con excelencia el rol de Oficial de Datos Personales en el marco de la normativa peruana vigente.

OBJETIVOS ESPECÍFICOS
•	 Dominar el marco normativo peruano (Ley 29733, DS 016-2024-JUS, directivas ANPDP)
•	 Adquirir competencias para el cargo de Oficial de Datos Personales (Art. 37 DS 016-2024-JUS)
•	 Aplicar conocimientos prácticos en implementación de políticas y gestión de cumplimiento
•	 Asesorar organizaciones públicas y privadas en protección de datos personales

MÓDULO 1

PROGRAMA DE 
CONTENIDOS

OBJETIVOS
Sesión 1: 
Marco Constitucional y Contexto Normativo Peruano
Docente: Dr. Róger Rodríguez

•	 Derecho fundamental a la protección de datos personales (Art. 2 numeral 
	 6 Constitución)
•	 Principales conceptos/definiciones: dato personal, tratamiento, 
	 responsable y encargado� del tratamiento, datos sensibles
•	 Ley 29733: estructura y objeto
•	 Ámbito de aplicación de la Ley 29733 y su Reglamento
•	 La ANPDP: estructura, funciones y facultades
•	 Caso práctico 1: Identificación del ámbito de aplicación

Sesión 2: 
Principios Rectores de la Ley 29733
Docente: Eduardo Luna

•	 Artículos 7, 8 y 9: análisis exhaustivo de principios rectores
•	 Principio de legalidad, consentimiento, finalidad, proporcionalidad
•	 Principio de calidad, seguridad y confidencialidad
•	 Aplicación práctica en casos reales
•	 Caso práctico 2: Análisis de cumplimiento de principios

Sesión 3: 
Actores del Tratamiento y Legitimación
Docente: María Alejandra González Luna

•	 Titular, responsable, encargado y terceros
•	 Bases de legitimación (Art. 14 Ley 29733)
•	 Consentimiento para datos sensibles (Art. 13)
•	 Caso práctico 3: Determinación de base de legitimación

FUNDAMENTOS DE PROTECCIÓN DE
DATOS PERSONALES EN PERÚ
Duración: 10.5 horas (3 sesiones de 3.5 horas)



Sesión 7: 
Medidas de Seguridad y Confidencialidad
Docente: Dra. Fátima Toche

•	 Obligación de seguridad: medidas técnicas y organizativas
•	 Seguridad diferenciada según tipo de datos
•	 Deber de confidencialidad permanente
•	 Caso práctico 5: Evaluación de medidas de seguridad

Sesión 8: 
Bancos de Datos Personales y RNPDP
Docente: Macarena Del Busto

•	 Concepto de banco de datos personales
•	 Obligación de inscripción en el RNPDP
•	 Procedimiento de inscripción y actualización
•	 Caso práctico 6: Inscripción en RNPDP

Sesión 9: 
Incidentes de seguridad (brechas de datos)
Docente: Dra. Fátima Toche

•	 Qué es una brecha de seguridad que expone datos personales.
•	 Cómo gestionar una brecha de seguridad que expone datos personales
•	 Obligación de notificación a la ANPDP
•	 Protocolo de respuesta ante brechas
•	 Taller práctico: Protocolo de gestión de incidentes

Sesión 10: 
Normativa complementaria y conexa
Docente: Dr. Erick Iriarte Ahon

•	 Ley de Delitos Informáticos (Ley 30096)
•	 Código de Protección del Consumidor (Ley 29571)
•	 Código Penal: delitos contra la intimidad (Arts. 154-157)
•	 Caso práctico 25: Resolución de conflictos normativos

Sesión 11 
Contratos con Encargados del Tratamiento
Docente: Dra. Fátima Toche

•	 Régimen jurídico del encargado (Art. 8 Ley 29733)
•	 Responsabilidad solidaria
•	 Cláusulas contractuales obligatorias
•	 Taller práctico: Elaboración de contrato de encargado

Sesión 4: 
Deber de Informar (Art. 18-19 Ley 29733)
Docente: María Alejandra González Luna

•	 Elementos obligatorios del aviso de privacidad
•	 Guía del Deber de Informar de la ANPDP
•	 Avisos de privacidad: tipos, formatos y buenas prácticas
•	 Taller práctico: Elaboración de avisos de privacidad

Sesión 5: 
Derechos del Titular (ARCO + Tutela)
Docente: María Alejandra González Luna

•	 Derechos de información, acceso, rectificación, cancelación, oposición
•	 Procedimiento de ejercicio de derechos ARCO
•	 Derecho a la tutela ante la ANPDP
•	 Protocolo para resolver derechos ARCO
•	 Caso práctico 4: Simulación de solicitudes ARCO

Sesión 6: 
Derecho a la Portabilidad de Datos
Docente: Gabriela Bolaños

•	 Concepto y naturaleza jurídica
•	 Comparación con GDPR
•	 Condiciones para ejercicio (consentimiento/contrato + medios automatizados)
•	 Formato técnico obligatorio: estructurado, uso común, lectura mecánica
•	 Transmisión directa entre responsables
•	 Datos Derivados e Inferidos
•	 Distinción datos facilitados vs. derivados/inferidos/construidos
•	 Portabilidad obligatoria vs. opcional
•	 Discrecionalidad del responsable
•	 Caso 1: Sector Financiero - Portabilidad Bancaria

MÓDULO 2
OBLIGACIONES DEL TITULAR Y DEL
ENCARGADO DEL BANCO DE DATOS

Duración: 28.0 horas (8 sesiones 3.5 horas)



Sesión 16: 
Transferencias Internacionales (Art. 15 Ley 29733)

•	 Marco normativo de flujos transfronterizos
•	 Requisito de nivel de protección adecuado
•	 Mecanismos alternativos: consentimiento, cláusulas contractuales
•	 Caso práctico 11: Evaluación de transferencia internacional

Sesión 17: 
Cláusulas Contractuales y Garantías
Docente: Dr. Jose Luis Barzallo

•	 Cláusulas contractuales tipo: estructura y contenido
•	 Compromisos del exportador e importador de datos
•	 Supervisión y auditoría de transferencias
•	 Taller práctico: Elaboración de cláusulas contractuales

Sesión 18: 
Cloud Computing y Outsourcing
Docente: Arturo Cabañas

•	 Modalidades de cloud: IaaS, PaaS, SaaS
•	 Responsabilidad en servicios cloud
•	 Due diligence de proveedores cloud
•	 Caso práctico 12: Contratación de servicios cloud

MÓDULO 3

Sesión 12: 
Programa de cumplimiento
Docente: Ramón Miralles

•	 Elementos de un programa integral de protección de datos
•	 Registro de actividades de tratamiento
•	 Análisis de brechas (gap analysis) 
•	 Taller práctico: Estructura de programa de cumplimiento

Sesión 13: 
Privacidad desde el Diseño
Docente: Joana Marí Cardona

•	 Principios de privacy by design y privacy by default
•	 Minimización, seudonimización y anonimización
•	 Integración de privacidad en proyectos tecnológicos
•	 Caso práctico 10: Privacidad en desarrollo de app móvil

Sesión 14: 
Análisis y Gestión de Riesgos
Docente: Ramón Miralles

•	 Concepto de riesgo en protección de datos
•	 Metodologías de análisis de riesgos
•	 Matrices de riesgo y medidas de mitigación
•	 Taller práctico: Matriz de riesgos de tratamientos

Sesión 15: 
Evaluaciones de Impacto en Protección de Datos
Docente: Ramón Miralles

•	 ¿Cuándo es obligatoria una evaluación de impacto?
•	 Metodología para realizar evaluaciones de impacto
•	 Consulta previa a la ANPDP
•	 Caso práctico 9: Evaluación de impacto

TRANSFERENCIAS Y FLUJOS 
TRANSFRONTERIZOS

MÓDULO 4
RESPONSABILIDAD PROACTIVA 
Y GESTIÓN DE RIESGOS

Duración: 14 horas (4 sesiones 3.5 horas) Duración: 10.5 horas (3 sesiones 3.5 horas)



Sesión 22: 
Datos de Menores y Ámbito Educativo
Docente: Rosa Parrilla López

•	 Régimen especial de protección (Art. 12 DS 016-2024-JUS)
•	 Consentimiento de representantes legales
•	 Datos en instituciones educativas
•	 Caso práctico 16: Políticas de privacidad en colegio

Sesión 23: 
Videovigilancia (Directiva 01-2020-JUS/DGTAIPD)
Docente: Olga Escudero

•	 Marco normativo: Directiva de Videovigilancia
•	 Señalización obligatoria y aviso específico
•	 Videovigilancia laboral: límites y requisitos
•	 Caso práctico 17: Implementación de videovigilancia

Sesión 24: 
Protección de Datos en el Ámbito Laboral
Docente: Dra. Fátima Toche

•	 Datos personales de trabajadores
•	 Monitoreo y control laboral
•	 Control biométrico de asistencia
•	 Caso práctico 18: Políticas para datos de trabajadores

MÓDULO 5 MÓDULO 6

CATEGORÍAS ESPECIALES DE DATOS

Sesión 19: 
Autoridad Nacional de Protección de Datos
Docente: Eduardo Luna

•	 Funciones de la ANPD (Art. 33 Ley 29733)
•	 Función normativa, fiscalizadora y sancionadora
•	 Procedimientos ante la ANPDP
•	 Caso práctico 13: Preparación de consulta a ANPDP

Sesión 20: 
Infracciones y Régimen Sancionador
Docente: Olga Escudero

•	 Infracciones leves, graves y muy graves (Art. 39)
•	 Criterios de graduación de sanciones (Art. 40)
•	 Tipos de sanciones: amonestación, multa, suspensión
•	 Caso práctico 14: Análisis de infracciones

Sesión 21: 
Procedimiento Administrativo Sancionador
Docente: Olga Escudero

•	 Etapas del procedimiento sancionador
•	 Derecho de defensa y descargos
•	 Recursos administrativos y tutela judicial
•	 Taller práctico: Elaboración de descargos

Duración: 10.5 horas (3 sesiones 3.5 horas) Duración: 10.5 horas (3 sesiones 3.5 horas)

LA ANPD Y EL RÉGIMEN SANCIONADOR



Sesión 25: 
Auditoría de Protección de Datos
Docente: Renata Bueron

•	 Tipos de auditorías: interna, de terceros, externa
•	 Metodología de auditoría: planificación, ejecución, reporte
•	 Checklist de verificación normativa
•	 Taller práctico: Plan de auditoría

Sesión 26: 
Auditoría de Sistemas de Información
Docente: Alfredo Alva

•	 Normas ISO 27001, 27002 y 27701
•	 Controles técnicos de seguridad
•	 Auditoría de logs y registros de acceso
•	 Caso práctico 19: Evaluación de controles de seguridad

Sesión 27: 
Inteligencia Artificial y Big Data
Docente: Dra. Fátima Toche

•	 Tratamiento de datos mediante IA
•	 Profiling y decisiones automatizadas
•	 Transparencia y explicabilidad de algoritmos
•	 Caso práctico 21: Cumplimiento en proyecto de IA

Sesión 28: 
IoT, Biometría y Tecnologías Emergentes
Docente: Joana Marí Cardona

•	 Internet de las Cosas y datos de sensores
•	 Reconocimiento facial y datos biométricos
•	 Blockchain y protección de datos
•	 Neurotecnologías (caso de Chile)
•	 Caso práctico 22: Implementación de IoT

Sesión 29: 
Redes Sociales y E-commerce
Docente: Dr. Erick Iriarte Ahon

•	 Tratamiento de datos en redes sociales
•	 Comercio electrónico y marketing digital
•	 Gestión de cookies y consentimiento
•	 Caso práctico 23: Adecuación de e-commerce

MÓDULO 7 MÓDULO 8
AUDITORÍAS Y VERIFICACIÓN DE 
CUMPLIMIENTO

NUEVAS TECNOLOGÍAS Y RETOS 
EMERGENTES

Duración: 7 horas (2 sesiones 3.5 horas) Duración: 10.5 horas (3 sesiones 3.5 horas)



MÓDULO 9 MÓDULO 10

Sesión 30: 
Protección de Datos en Sectores Regulados
Docente: Eduardo Luna

•	 Sector Salud: Ley 26842, historia clínica, telemedicina
•	 Sector Financiero: Normativa SBS, centrales de riesgo
•	 Telecomunicaciones: Normativa MTC, datos de tráfico
•	 Sector Público: Ley de Gobierno Digital (DL 1412)
•	 Caso práctico 24: Cumplimiento en sector regulado

Sesión 31: 
Conflicto entre la Ley de Transparencia y Acceso 
a la Información Pública y el Derecho a la Protección 
de Datos Personales
Docente: Dania Coz

•	 Fundamentos Constitucionales
•	 Ley 27806: Principio de máxima publicidad
•	 Art. 17 TUO: Excepciones por intimidad personal
•	 Ley 29733: Principios rectores
•	 Art. 11.2 DS 016-2024-JUS: Evaluación caso por caso
•	 Art. 20 Ley 29733: Límites a supresión en administración pública
•	 Test de ponderación
•	 Casos tipo

Sesión 32: 
Designación del Oficial de Datos Personales

•	 Docente: Dra. Fátima Toche
•	 Marco normativo: Art. 37 DS 016-2024-JUS
•	 Supuestos de designación obligatoria
•	 Proceso de designación y formalidades
•	 Independencia funcional y recursos
•	 Supervisión del cumplimiento normativo
•	 Asesoramiento interno y gestión de consultas
•	 Coordinación con la ANPD
•	 Gestión de derechos ARCO
•	 Conocimientos jurídicos y técnicos especializados
•	 Habilidades de gestión, liderazgo y comunicación
•	 Gestión de crisis y manejo de incidentes
•	 Taller práctico: Plan de trabajo anual del Oficial

EL OFICIAL DE DATOS PERSONALES
Duración: 7 horas (2 sesiones 3.5 horas) Duración: 3.5 horas (1 sesión 3.5 horas)

PROTECCIÓN DE DATOS SECTORIALES



Sesión 33: 
Taller Integrador
Docente: Dra. Fátima Toche

•	 Trabajo en grupos: diseño integral de programa de cumplimiento
•	 Simulación de implementación en organización ficticia
•	 Roadmap de implementación con prioridades
•	 Presentación de trabajos grupales con retroalimentación

Sesión 34: 
Cierre del Programa y Examen Final
Docente: Dr. Erick Iriarte Ahon

•	 Repaso de conceptos clave del programa
•	 Resolución de dudas finales
•	 Mejores prácticas y lecciones aprendidas
•	 EXAMEN FINAL: 90 preguntas tipo test (60% aprobación)
•	 Clausura del programa y próximos pasos

MÓDULO 11
PRÁCTICA INTEGRAL Y 
PREPARACIÓN PROFESIONAL

METODOLOGÍA
MODALIDAD
Virtual Síncrona
El programa se desarrolla en modalidad virtual síncrona, con sesiones en tiempo real utilizando plataformas 
profesionales de videoconferencia.

Duración: 8 horas (2 sesiones 4 horas)



EVALUACIÓN

MÁS INFORMACIÓN E INSCRIPCIONES
eBIZ.pe/cursooficialdedatos

COMPONENTE

Asistencia y Participación 15%

Casos Prácticos (25 casos) 40%

Talleres Grupales 15%

Examen Final (90 preguntas) 30%

PONDERACIÓN

CARACTERÍSTICAS
•	Clases en vivo de 3.5 horas con interacción directa
•	Participación activa con preguntas y discusiones
•	Casos prácticos con retroalimentación inmediata
•	Grabaciones disponibles 90 días
•	Material descargable en plataforma LMS
•	Foro de consultas asíncrono activo

120 horas virtuales síncronas

Lunes, martes y miércoles de 6 a 10 PM

12 - 14 semanas

Inversión: S/ 4,000

INICIO: 19 DE ENERO

REQUISITOS PARA APROBAR
•	Asistir al menos al 80% de las sesiones (29 de 36)
•	Entregar al menos 20 casos prácticos (nota mínima promedio 11/20)
•	Aprobar examen final con mínimo 60%
•	Nota final mínima: 14/20

CERTIFICACIÓN
PROGRAMA AVANZADO PARA OFICIAL DE DATOS PERSONALES

•	120 horas cronológicas certificadas
•	Respaldo institucional
•	Mención de cumplimiento normativa peruana (Ley 29733 y DS 016-2024-JUS)

PERFIL DEL PARTICIPANTE
•	Abogados y profesionales del derecho
•	Oficiales de Datos Personales (actuales o aspirantes)
•	Compliance officers y auditores
•	Responsables de seguridad de información

http://ebiz.pe/cursooficialdedatos

